4.0 Identity and Access Management

4.2 Given a scenario, install and configure identity and access services.
- LDAP
- Kerberos
- TACACS+
- CHAP
- PAP
- MSCHAP
- RADIUS
- SAML
- OpenID Connect
- OAuth
- Shibboleth
- Secure token

4.3 Given a scenario, implement identity and access management controls.
- Access control models
  - ABAC
- Physical access control
  - Proximity cards
  - Biometric factors
    - False acceptance rate
    - False rejection rate
    - Crossover error rate

4.4 Given a scenario, differentiate common account management practices.
- General Concepts
  - Standard naming convention
  - Location-based policies